**Klauzula Informacyjna dotycząca monitoringu wizyjnego w Szpitalu.**

Zgodnie z art. 13 ust. 1i ust. 2Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679z dnia 27kwietnia 2016r. (ogólne rozporządzenie o ochronie danych, dalej: RODO) informuję, że:

**Administratorem** Pana/Pani danych osobowych jest Szpital w Pyskowicach Sp. z o.o. – 44-120 Pyskowice, ul . Szpitalna 2; nr.tel. 32 233-24-24

Osobą odpowiedzialną za ochronę danych osobowych w Szpitalu w Pyskowicach Sp. z o.o. jest **Inspektor Ochrony Danych** mgr. Iwona Reszka , kontakt: adres email:Iod@szpitalpyskowice.com.pl, telefon: 32 233-24-24

Pani/Pana dane osobowe przetwarzane będą:

- Na podstawie zgody osoby, której dane dotyczą – oznacza dobrowolne, konkretne, świadome i jednoznaczne okazanie woli, którym osoba, której dane dotyczą, w formie oświadczenia lub wyraźnego działania potwierdzającego, przyzwala na przetwarzanie dotyczących jej danych osobowych.

- W celu zapewnienia bezpieczeństwa i porządku publicznego oraz ochrony osób i mienia, ograniczenia zachowania określanego jako naganne, destrukcyjne, aktów wandalizmu oraz innych niepożądanych czynności, zagrażających zdrowiu i bezpieczeństwu osób przebywających na terenie Szpitala, ustalenia sprawców czynów nagannych (zniszczenie mienia, kradzież, dewastacja itp.) ograniczenia dostępu na teren objęty monitoringiem osobom niepożądanym lub nieuprawnionym, zapewnienia możliwości ponownego odtwarzania zapisu obrazu, w przypadku gdy nagrania obrazu stanowią dowód w postępowaniu prowadzonym na podstawie przepisów prawa lub podmiot prowadzący działalność leczniczą powziął wiedzę, że mogą one stanowić dowód w postępowaniu na podstawie art. 23a ustawy z dnia 15 kwietnia 2011r. o działalności leczniczej, art. 6 ust. 1 lit. c rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (RODO) oraz na postawie art.22² § 1 ustawy z dnia 26 czerwca 1974 roku –Kodeks pracy., .

Przetwarzanie danych osobowych za pomocą systemu monitoringu wizyjnego obejmuje :obszar wokół siedziby Szpitala, ciągi komunikacyjne budynku oraz kluczowe pomieszczenia( sale, pracownie ).

Pana/ Pani dane osobowe mogą być udostępnione podmiotom, z którymi zawarto umowy powierzenia przetwarzania danych osobowych. Kategorie danych, które mogą zostać udostępnione i są przetwarzane to: wizerunek i zachowania.

Dane z monitoringu nie będą przekazywane do państw trzecich ani do osób trzecich.

Dane osobowe mogą być przetwarzane w systemach teleinformatycznych, jednak Pana / Pani dane lub dane osobowe osób, których jest Pan/Pani opiekunem prawnym, nie będą przetwarzane w sposób zautomatyzowany i nie będą poddawane profilowaniu.

W związku z przetwarzaniem Pani/Pana danych osobowych lub danych osobowych osób, których jest Pan/Pani opiekunem prawnym, przysługują Pani/Panu następujące prawa:

- prawo dostępu do danych osobowych, w tym prawo do uzyskania kopii danych;

- prawo do żądania sprostowania (poprawiania) danych osobowych – w przypadku gdy dane są nieprawidłowe lub niekompletne;

- prawo do żądania usunięcia danych osobowych w przypadku gdy:

* dane nie są niezbędne do celów, dla których były zebrane lub w inny sposób przetwarzane,
* osoba, której dane dotyczą, wniosła sprzeciw wobec przetwarzania danych osobowych,
* osoba, której dane dotyczą wycofała zgodę na przetwarzanie danych osobowych, która jest podstawą przetwarzania danych i nie ma innej podstawy prawnej przetwarzania danych,
* dane osobowe przetwarzane są niezgodnie z prawem,
* dane osobowe muszą być usunięte w celu wywiązania się z obowiązku wynikającego z przepisów prawa;

- prawo do żądania ograniczenia przetwarzania danych osobowych, gdy:

* przetwarzanie danych jest niezgodne z prawem, a osoba, której dane dotyczą, sprzeciwia się usunięciu danych, żądając w zamian ich ograniczenia,
* osoba, której dane dotyczą, wniosła sprzeciw wobec przetwarzania danych, do czasu ustalenia czy prawnie uzasadnione podstawy po stronie administratora są nadrzędne wobec podstawy sprzeciwu;
* prawo do przenoszenia danych – wosoba, której dane dotyczą kwestionuje prawidłowość danych osobowych,
* przypadku gdy łącznie spełnione są następujące przesłanki:
* przetwarzanie danych odbywa się na podstawie umowy zawartej z osobą, której dane dotyczą lub na podstawie zgody wyrażonej przez tą osobę,
* przetwarzanie odbywa się w sposób zautomatyzowany;

- prawo sprzeciwu wobec przetwarzania danych – w przypadku gdy łącznie spełnione są następujące przesłanki:

* zaistnieją przyczyny związane z Pani/Pana szczególną sytuacją, w przypadku przetwarzania danych na podstawie zadania realizowanego w interesie publicznym lub w ramach sprawowania władzy publicznej przez Administratora,
* przetwarzanie jest niezbędne do celów wynikających z prawnie uzasadnionych interesów realizowanych przez Administratora lub przez stronę trzecią, z wyjątkiem sytuacji, w których nadrzędny charakter wobec tych interesów mają interesy lub podstawowe prawa i wolności osoby, której dane dotyczą, wymagające ochrony danych osobowych, w szczególności gdy osoba, której dane dotyczą jest dzieckiem.

W przypadku powzięcia informacji o niezgodnym z prawem przetwarzaniu przez Administratora Pani/Pana danych osobowych, przysługuje Pani/Panu prawo wniesienia skargi do organu nadzorczego właściwego w sprawach ochrony danych osobowych tj. Prezesa UODO.